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	HUDDERSFIELD NEW COLLEGE FURTHER EDUCATION CORPORATION
Audit Committee meeting held on Tuesday 27th September 2022 from 5pm via Teams.


Confirmed Audit Minutes
Present: 
Mr N Uppal (Chair), Ms H Haigh, Mr K Webb (attendance : 75%)
In attendance: 
Mr J Flynn, Ms J Thomas, Ms R Harris (up to agenda item 4) and Ms J Butterfield 

(Tiaa)
Observed by : 
Mr M Smith-Connor
Clerk: 

Mrs C Coupland

1. Apologies for Absence/ Declaration of Interest

Apologies for absence were recorded by Ms P Cooke. 

There were no declarations of interest.
2. Minutes from Meeting held on 21st June 2022
Resolved:

· That these be accepted as a correct record. 

3. Matters arising 

· External Audit Strategy and Planning Memorandum:

 It was confirmed to the committee that the external audit and reporting timetable has since been agreed and revised. 

· COVID 19 Risk Assessment:

Members noted that the Corporation had been informed, at its meeting in July 2022, that the risk assessment is to be presented annually to the Audit Committee going forward rather than termly given the current response from the government. The corporation agreed that this was sensible. 

· Whistleblowing Policy – annual review:

The Clerk confirmed that the updated policy was now available on the website. 
· Post 16 Audit Code of Practice 2021 to 2022:
The Chair confirmed that the Corporation, at its meeting in July 2022, approved the updated Audit Committee’s Terms of Reference for immediate implementation.

· ONS Reclassification Review

The committee noted that members had received confirmation that submissions had been made timely. The clerk explained that to date no update had been received yet on outcome of the reclassification review.

· Auditors Performance & Appointment 
The Clerk advised the committee that external and internal auditors had been notified of the outcome of the committee’s appraisal.
4. Cyber Security breaches and testing report : Term 3.

Ms Harris reminded the Committee that this report is produced termly, for presentation to the

committee, to collate results of security testing, PEN testing, email testing, attempted attacks,

security breaches and cyber security risk assessments.
The Committee was advised that staff training for Cybersecurity remains mandatory, certificated and refreshed annually. HR now check progress and compliance and this has been a key factor to ensure staff skills are relevant and new staff take the full training course as soon as they start working at the College. Phishing tests take place for staff once a term. Student training for Cybersecurity is also mandatory and progress is tracked. 
The Committee noted that no critical or high risk issues affected the College adversely in term 3 and the integrity of College security, networks and data was maintained due to the high level of protective systems in place; this was the same as in term 1 and 2. 
The Committee acknowledged that high risks users had been quickly identified, with follow up certificated training provided to ensure they understood how to identify cyber threats. Ms Harris report to the Committee demonstrated that the online platform for tracking and managing tests and providing follow-up training, in a much timelier manner, has had a positive impact on the results for 2021-2022. Ms Harris explained that there had also been an increase in staff reporting or querying emails received via the IT Support mailbox which is the correct procedure for suspicious emails. 
For 2021/22, Ms Harris explained that the college had utilised a new online platform for deployment of phishing tests to customise the tests and provide follow up training rather than arranging the tests independently. The committee was advised that this has increased the efficiency of obtaining results and contacting the user with customised targeted training. Staff result history is also analysed for repeated failures so customised further in-depth training can be provided - the level and number of training modules they need to sit is determined by their result history. The committee welcomed the news that currently zero staff members have however failed consecutive tests. It was agreed that this was great progress and means the College risk is further reduced especially and we will continue to monitor assurance levels and compliance.
The committee also welcomed the promising trend analysis outlining the reduced % of staff failing the tests when compared to the previous year; testament to the positive impact of mandatory staff training in contributing to the cyber savvy culture of the college. 

It was further noted that on 13/07/2022; Pentest Essentials performed by Jisc concluded that ‘The College was found to have a good external security posture’. No critical or high risks found, 4 medium risks were resolved by removing the use of older secure protocols and cipher suites
In relation to Vulnerability assessments on 19/07/2022; HNC obtained the Cyber Essentials certificate of assurance on the Beacon profile with the whole college in scope. The committee noted this achievement.
The committee explored further the record entry relating to an alert made by a staff member that another staff member had disclosed their password to a student. Ms Harris confirmed that the account was locked and password reset straight away. As this is a severe breach of the IT acceptable and safe use policy and procedures, Ms Thomas advised the committee that HR are now addressing the matter further with the staff member. The Committee asked for an update on this at a future meeting.
Ms Harris confirmed that there had been no actual/suspected fraud reported during Term 3 (up to end of July 2022).
The Committee agreed that the report continues to provide comprehensive assurance to senior 

leadership team and Governors that the college is doing as much as it can to mitigate against 

these risks. And in particular are continuing to follow all business processes and procedures 

designed to protect the college from fraud.
Mr Uppal advised the committee that he had met with Ms Harris and Ms Thomas earlier today at the IT Infrastructure and Technical Services’ Self Assessment Review (SAR) & Quality Improvement Plan (QIP) Validation Meeting. He explained to the committee that he was assured by the robustness of the validation process, the responsivity of the QIP to emerging needs of the college and its students and the forward thinking of the department given its plans to secure cyber essential plus accreditation status.
Resolved:

· That the report be received
· The committee wished to record their thanks to Ms Harris and her Team for the sterling work being undertaken to ensure the college remains cyber secure and that the maintenance of IT facilities continues to provide a positive learning experience for students.

Ms Harris left the meeting at this point.
5. Annual Internal Audit Report: 

Ms Butterfield presented Tiaa’s report to the committee:

-
Assurance Review of Admissions and Enrolment

Ms Butterfield explained to the Committee that the assurance review was carried out in September 2022 and considered whether the college operates an effective and efficient admissions and enrolment process. The review tracked data through each stage to test the processes and controls in place. The review also considered changes to the process as a result of the Covid-19 pandemic. 
The committee was advised that the key issue identified were that the College has suitable arrangements operating for admissions and enrolments. This includes identifying students with additional needs, carrying out further checks to establish their needs and appropriately recording it on Cedar.

It was noted that there is a robust system of regular, timely and accurate reporting to the Senior Leadership Team and the Corporation. The risks associated with admissions and enrolment are also contained within the  College's Board Assurance Framework and the appropriate mitigating controls are recorded.

The audit confirmed that data relating to students applications and enrolment is secured and held in line with the College's data retention policy. The College has a Data Protection Policy available on the College's website that provides guidance on how personal data is used and stored.

The Report also identified good practice initiatives that the college has adopted; namely the new processes for admissions and enrolment as a result of the pandemic. This has included creating an online platform for conducting and recording of interview discussion.

Ms Butterfield confirmed that no recommendations were made and no operational effectiveness matters were identified. Substantial Assurance was therefore assigned to the audit given that the there is a robust system of internal controls operating effectively to ensure that risks are managed and process objectives achieved.
Resolved :

· That the report be received

· For the minutes to record the committee’s thanks to all staff involved in the assurance review.
6.
Recommendation tracking

Ms Thomas presented her report to the Committee.

Ms Thomas confirmed that the tracker remained light on new recommendations given the series of clean audit reports to date. All existing internal recommendations have however been signed off as completed given the formal follow-up audit undertaken on 11/02/22, as recorded within the tracker.

The committee was asked to note that the external audit recommendations are to remain on the tracker until formal sign off has been received from the external auditors as part of the planned audit in the autumn term. Mr Flynn advised the committee that as indicated by the tracker, all recommendations should not feature in future external audit reports.
Time was taken for the committee to discuss and evaluate the effectiveness of internal audit provision in light of there having been no recommendations for this academic year. It was agreed by the committee that this was unusual for HNC; however it was noted that majority of the audits undertaken had been quantitative and objective in its scope - data driven - rather than qualitative. 
The committee, post deliberations, concluded that it remains confident in the audit services’ competence, quality control and quality assurance; given that auditors are regularly rotated to ensure independence and have an effective audit good knowledge of the industry and the college to deliver on audit effectiveness. The Committee also reported to be satisfied that the process of setting audit scopes remain robust given that it revolves around the Board Assurance Framework by testing that the appropriate mitigating controls for key risks are identified and operated effectively.
Resolved:

· That the report be received.

7. Annual Internal Audit Report 2021/22
Ms Butterfield presented Tiaa’s Annual Report on the internal control environment at HNC. She explained to members that the annual internal audit report summarises the outcomes of the reviews that TIAA have carried out on the organisation’s framework of governance, risk management and control. This report is therefore designed to assist the Corporation in making its annual governance statement.

Ms Butterfield confirmed to the committee that TIAA is satisfied, that for the areas reviewed during the year, that HNC has reasonable and effective risk management, control and governance processes in place. Also there is evidence to support the College’s achievement of value for money with regard to economy, efficiency or effectiveness of the systems reviewed.
Ms Butterfield confirmed that the college’s clean audit outcomes were further testament to the college’s effective and efficient processes and controls, which have provided strong and robust assurance when subject to external scrutiny and testing.
Resolved:

· That the report be received.
8. Internal Audit Strategy for 2022/23 

Ms Thomas and Ms Butterfield explained to the committee that the proposed Audit Plan for 2022/23 had been developed by carrying out an update audit risk assessment to ensure that the planned coverage for the year is focussed on the key audit risk areas and that the coverage will able Tiaa to provide an overall audit opinion on the overall adequacy and effectiveness of the college’s framework of governance, risk management and control as required for the Audit Committee’s Annual Report. 

Ms Butterfield explained that the proposed strategy is based on the inherent risks facing HNC as well as those within the sector. Ms Thomas advised the Committee that the rolling strategic plan to 2024/25 had been drafted with Mr McCulloch  with clear indication as to when the last audit had been undertaken for each of the key review areas. The College Senior Leadership Team has also considered, and is in agreement with the proposed audit plan. 

Ms Thomas explained that matters relating to Student Experience and Learning Support as well as Teaching, Learning and Assessment were to be addressed via the college’s deep dive process conducted by the College’s TLA Quality Assurance Team. Outcomes of which would be presented to the Corporation for scrutiny and assurance purposes. The Clerk advised Members that she was to task the S&G Committee with considering reintroducing a Quality & Standards (Q&S) Committee, deliberations and recommendations on Q&S committee would therefore be presented to the Board at its next meeting in November 2022. If it was resolved to introduce a Quality & Standards Committee, by the Corporation, it would be sensible for deep dives to be considered at this committee for closer monitoring and review purposes. Members agreed  with this proposal. 

The Audit Committee post deliberations, were of the opinion that the Strategy for Internal Audit covers the College’s key risks and assurance needs. The Committee was therefore agreeable to the proposed internal audit plan for 2022/23 based upon 20 days of audit activity. It was noted however that the audit plan will remain under review throughout the academic year in order for the college to respond accordingly to any national changes in the FE sector, as required. 

Resolved:

· That the Internal Audit Plan for 2022/23 be approved

· For the Final version of the Internal Audit plan to be shared with all Governors
9. Teacher Pension Scheme audit year ended 1st March 2022. 
Mr Flynn advised the committee that the audit had been completed and the auditors report, as shared with the committee, had been produced in accordance with the terms of W&B’s engagement letter dated 24th August 2022 (“the Engagement Letter”) and in accordance with the International Standard on Related Services 4400 “Engagements to Perform Agreed-Upon Procedures Regarding Financial Information” as published by IAASB. 

The committee was informed that procedures were performed solely for the purpose of assisting the governors of Huddersfield New College fulfil their responsibilities, under the Teachers’ Pensions Regulations 2010 (SI2010/990) and The Teachers’ Pension Scheme Regulations 2014 (SI 2014/512), for preparing the End of Year Certificate (EOYC) for the year end 31 March 2022.

The External auditors’ certificate had been shared with the committee and had also been submitted to the relevant organisation by deadline of the last working day pf September 2022.

The committee noted that W&B reported that one exception or error was identified. In relation to the Career Average Flexibilities, the additional pension contributions have not been accounting for basic salary changes each month. A total of £1,282.31 of monthly salary at the buyout % is not accounted for correctly in the EYOC. If the actual monthly basic salary figure is used, the Average Flexibilities figure would have £1,839.09 but is reported as £1,819.45. This is a difference of £19.64. 

Mr Flynn explained that to avoid this error in 2022/23, AVC calculations are now being checked by the Finance Manager (Trainee Accountant) each month with the oversight by the Chief Finance Officer. The checks already performed on payroll data from April 2022 to September 2022 confirm that there were no AVC errors in this period. The committee was satisfied with the action taken to date. 
Resolved:

· That the report be received

10. Post 16 Audit Code of Practice Self assessment questionnaires 2022/23 

Self-Assessment Questionnaires:

The Clerk reminded the Committee that the Post 16 Audit Code of Practice is relevant to accounting periods ending on or after 31 July 2022.To support corporations in drafting the statement of regularity, propriety and compliance, the Education and Skills Funding Agency (ESFA) have again published a self-assessment questionnaire. The self-assessment questionnaire is a required element of the Regularity Audit.

The Clerk also advised the committee that the ESFA has again published a Supplementary Bulletin to the College Accounts Direction 2021/22 focusing on a small number of additional requirements that college corporations must comply again with in recognition that the audit process itself may be significantly affected by the COVID-19. A copy of this completed self -assessment must also be signed by the accounting officer and chair of governors and provided to the reporting accountant, alongside the standard Regularity Self-Assessment Questionnaire.

Members duly considered both self-assessment questionnaires. Members were in agreement with the colleges responses. The Committee was in agreement for the Principal as Accounting Officer and the Chair to the Corporation to sign and date the self-assessment prior to forwarding it onto the College’s External Auditors.

Anti-fraud checklist for post-16 providers :

The Clerk advised the committee that the Post 16 Audit Code of practice acknowledges that fraud occurs in every sector and that providers need to be aware of the potential for it to occur. 

The ESFA has therefore again drafted an Anti-Fraud Checklist for post 16 providers intended to help providers review their arrangements for preventing, detecting and dealing with fraud should it occur. 

The Committee reviewed the Clerk’s drafted responses to the checklist. Members acknowledged the college’s sterling work to continue to minimise and mitigate ransomware attacks and cyber fraud. 

Members reported to be satisfied with the responses proposed. 

Resolved:

· For the Chair and Principal to sign and date the Self-assessment Questionnaires

prior to forwarding it onto the College’s External Auditors.

· For the anti-fraud checklist to be received and for the committees thanks to be recorded for the colleges (and governors) sterling work in minimising and mitigating ransomware attacks and cyber fraud.

11. COVID-19 Risk Assessment/briefing note
Ms Thomas confirmed that the risk assessment has not changed since the previous version but SLT have released a briefing note to staff to advise of a change in data management relating to sickness from Covid-19.
Ms Thomas confirmed that all updates remain in line with national guidance and DfE specific safety measures guidance. 

Resolved:

· That the report be received.
12. BAF 2022/23: Review 

Ms Thomas presented the key strategic risks as identified by the senior leadership within the college’s risk register for review. The report also confirmed that each key risk has been assigned to a risk owner and that assurance reviews have been planned for the academic year.  The BAF overview was shared with the Committee to assure members that the BAF has been updated with the key strategic risks for 2022/23.
The BAF overview for 2021/22 had also been shared with the committee to confirm the dates at which each of the individual assurance reviews were undertaken by the corporation or delegated committee, as per the scheme of delegation, and the assurance level assigned at the point of the last review. All key risks were subject to at least one formal assurance review.
The Committee reported to be satisfied that the Board Assurance Framework, in its entirety continues to provide an adequate and effective framework for risk management as well as a vehicle for open dialogue between committee members and senior leaders. 

Resolved:

· That the reports be received.
13. Any other Business.

There was no other business.

15. Learner Impact Reflection

The impact of discussions and scrutiny of the Committee work in improving the outcomes and 

experience for all learners was considered and the following agreed:

· The Committee continues to focus, scrutinise, challenge and support the college 

leadership team in sustaining and improving (where necessary) cyber developments.

· The Audit Committee has fulfilled its statutory and delegated responsibilities.

· The committee is assured that the college is taking a realistic approach to resources 

supporting counter fraud and effectiveness of counter fraud arrangements is being 

tested.

· Assurance received that the college has an adequate and effective framework for 

governance, risk management and control and has fulfilled its statutory responsibility 

for ‘the effective and efficient use of resources, the solvency of the institution and the 

body and the safeguarding of their assets’.

· Assurance received that the college has adequate resources to continue in operational 

existence for the foreseeable future.

· Effective risk management increases the probability of successful outcomes, whilst 

protecting the reputation and sustainability of the College.

· The Committee recognises that the Corporation has a responsibility to manage internal 

and external risks as a key component of good corporate governance and is committed 

to embedding risk management to help achieve the College’s strategic objectives

· Assurance that the college has compliance with laws and regulations

· Effective auditing services help governors understand student experience and learning 

outcomes.
15. Determination of confidentiality

Supporting papers relating to the Board Assurance Framework are deemed confidential .

16. Date of next meeting: 28th November 2022 from 6pm via Teams (joint meeting with F&R)
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